SA WG2 Temporary Document

Page 8

SA WG2 Meeting #129
S2-1810366
October 15 - 19, 2018, Dongguan, P.R.China
(revision of S2-18xxxx)
Source:
Motorola Mobility, Lenovo, Broadcom
Title:
ATSSS solution without a MA-PDU session
Document for:
Approval
Agenda Item:
6.8
Work Item / Release:
ATSSS / Rel-16
Abstract of the contribution: 
1. Introduction
As shown in the Editor’s note below (from the Conclusions in TR 23.793 v1.0.0), it is still undecided if ATSSS procedures can be supported without a MA-PDU session. The discussion in this document addresses this issue.
1.
The solution shall support ATSSS with a Multi-Access PDU (MA-PDU) session, i.e. ATSSS procedures shall be applied after a MA-PDU session is established.

Editor's note: If and how ATSSS can be applied without a MA-PDU session is FFS.
As shown in Fig. 1, a UE may use the MPTCP protocol for traffic steering between 3GPP and non-3GPP access, without any assistance from the 5G network. To accomplish this, the UE may establish an MPTCP session with an MPTCP proxy, or with a remote host that supports MPTCP, both outside of the 5G network. The problem with this type of traffic steering is that, since the MPTCP proxy and the remote host are outside of the 5G network, the traffic steering occurs in a way that cannot be controlled by the 5G network. For example, the MPTCP proxy may decide to send all downlink flows via the 3GPP access, although the 5G network could prefer these flows to be sent over non-3GPP access.
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Fig. 1

The above problem can be alleviated, if an MPTCP proxy is deployed by the 5G operator, e.g. inside 5GC, as shown in Fig. 2. In this deployment, the MPTCP steering policy in the UE and in the MPTCP proxy can be provided by the 5G network (e.g. by PCF) and, thus, the traffic steering over 3GPP and non-3GPP accesses can be tightly controlled by the 5G network. The MPTCP steering policy is the same as ATSSS policy shown in Fig. 2.
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Fig. 2

Observe that the traffic steering in Fig. 2 is not based on the establishment of a MA-PDU session. The UE utilizes a regular PDU session over 3GPP access and, in addition, a direct-offload connection over non-3GPP access.
The key question here is: Would it be useful for the ATSSS solution to support the scenario shown in Fig. 2, which does not require a MA-PDU session? We believe, yes, for the following reasons:

1.
If the ATSSS solution does not support the scenario in Fig. 2, then MPTCP-capable UEs may always attempt to establish multipath TCP connections by using a MPTCP proxy outside the 5G network, as shown in Fig. 1. This would result in the 5G network being unable to control the traffic steering. If, however, an MPTCP proxy inside the 5G network is provided to UE (e.g. during the PDU session establishment) along with applicable steering policy, then the MPTCP-capable UEs have no reason to connects to another MPTCP proxy, outside the 5G network. This way, the MPTCP-capable UEs would be able to establish multipath TCP connections but, in addition, the 5G network would be able to control how the TCP traffic is steered between 3GPP and non-3GPP accesses.
2.
The traffic steering with a MA-PDU Session is useful but requires all traffic to go through 5GC, thus, cannot support traffic steering and traffic offload. On the contrary, the scenario shown in Fig. 2, can support both traffic steering and traffic offload.
3.
The scenario shown in Fig. 2 makes the ATSSS feature particularly applicable to over-the-top (OTT) services, which are the majority of services being accessed by the mobile users. It allows the 5G operator to control how specific OTT services can be accessed, depending on several conditions. For example, when the UE accesses an OTT video conference service, the 5G network could configure the UE and the MPTCP proxy to steer all video conference traffic via direct non-3GPP offload, unless the RTT over direct non-3GPP offload becomes large (which is an evidence of congestion over non-3GPP access). When the RTT exceeds a threshold, the OTT video conference traffic could be transferred to 3GPP access without any noticeable interruption.
Based on the above arguments, we propose that:

-
In addition to traffic steering with a MA-PDU Session, the ATSSS solution shall support steering of TCP traffic between a PDU Session over 3GPP access and direct offload over non-3GPP access (as shown in Fig. 2), by using the MPTCP protocol and steering policy provided by 5GC. 
-
Steering of non-TCP traffic between a PDU Session over 3GPP access and direct offload over non-3GPP access shall not be supported in Rel-16, but may be considered in future releases. 
2. Traffic Steering Procedure

This clause specifies how the TCP traffic can be steered between the PDU Session over 3GPP access and the direct-offload connection over non-3GPP access. The relevant steps are depicted in Fig. 3.
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Fig. 3: ATSSS between a PDU session over 3GPP access and direct offload over WLAN
1.
An MPTCP-capable UE (UE-a) requests a PDU Session over 3GPP access. The UE provides an "MPTCP-capable indication" which indicates that the UE is MPTCP capable. In response, the network (a) assigns an MPTCP proxy for the UE, (b) provides the proxy contact information (including the IP address/port and type, e.g. SOCKS5) to UE, and (c) provides ATSSS policy to UE, which indicates how uplink traffic should be steered between this PDU session and direct offload over non-3GPP access. As usually, the UE is assigned an IP address (IP@1).
2.
The network also provides ATSSS policy to MPTCP proxy that indicates how downlink traffic should be steered across 3GPP and non-3GPP accesses. The MPTCP proxy associates this ATSSS policy with the IP address assigned to UE for the PDU session (i.e. with IP@1) and applies this policy to all MPTCP connections that include a sub-flow from this IP address.
3.
An application in UE-a requests a TCP connection with a Remote Host.
4.
The UE initiates a normal MPTCP connection (as defined in RFC 6824) over the established PDU session, towards the received address/port of the MPTCP proxy. The MPTCP proxy determines from the source IP address of the UE (IP@1) the ATSSS policy associated with this MPTCP connection. The TOKEN-A and TOKEN-B are tokens specified in RFC 6824 used to identify this particular MPTCP connection in the UE and in the MPTCP respectively.
5.
Using the type of proxy protocol (e.g. SOCKS5) received in step 1, the UE informs the MPTCP proxy to establish a connection with the Remote Host. In the example of Fig. 3, the Remote Host does not support MPTCP, so the connection between the MPCTP proxy and the Remote Host is a regular TCP connection.

6.
IP traffic is exchanged between UE-a and the Remote host via the MPTCP proxy, and over 3GPP access.

7.
The UE-a discovers and connects with a WLAN access network, e.g. with a residential WLAN network. The UE receives another IP address (IP@2).

Editor’s note: After connecting to the WLAN, the UE-a may register to 5GC via an N3IWF and may send a PDU Session Establishment request including the PDU Session ID of the existing PDU session over 3GPP access and the MA-PDU Request flag, as specified in Solution 2. In this case, the UE-a will create a MA-PDU session and it should operate based on the ATSSS solution that uses a MA-PDU session. It is FFS if the following steps can be applied even after the UE establishes a MA-PDU session.
8.
The MPTCP client in UE-a discovers that an additional IP address (IP@2) is available and initiates an MPTCP sub-flow by using this IP address, i.e. a sub-flow to the MPTCP proxy over non-3GPP access. In particular, the UE-a sends a TCP SYN request that includes the MP_JOIN option, as per RFC 6824. The MP_JOIN option contains the TOKEN-B (derived in step 4), which is used by the MPTCP proxy to associate this JOIN operation with the MPTCP connection established in step 4. 
9.
The MPTCP proxy joins the two MPTCP sub-flows established in steps 4 and 8 and applies the received ATSSS policy received in step 2 (associated with IP@1) to decide how to steer downlink traffic across the two sub-flows. The UE-a performs the steering across the two MPTCP sub-flows by using its own ATSSS policy that is associated with IP@1.

3. Proposal
Based on the discussion above, the following changes to TR 23.793 are proposed.

* * * First Change * * * 

6.X
Solution X: ATSSS Solution without a MA-PDU Session

6.X.1
General
The solution specified in this clause supports steering, switching and splitting of TCP traffic between (a) a PDU Session established over 3GPP access and (b) a direct-offload connection established over non-3GPP access. All traffic transferred via the direct-offload connection does not go through the 5G system.
The solution is based on the MPTCP protocol and supports steering, switching and splitting only for TCP traffic. Non-TCP traffic is not supported.
The network controls the traffic steering operations in the UE and in the MPTCP proxy by providing ATSSS policy. The structure of this ATSSS policy is not addressed in this solution. It is assumed that the ATSSS policy has the structure defined in other solutions in this document.
6.X.2
Reference Architecture

As shown in Fig. 6.X.2-1, this solution requires only one new functional element in the 5G network architecture: An MPTCP proxy, which can be deployed as a standalone function, or as a function collocated with a UPF.
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Fig. 6.X.2-1
6.X.3
Functional Description

This clause specifies how the TCP traffic can be steered between the PDU Session over 3GPP access and the direct-offload connection over non-3GPP access. The relevant steps are depicted in Fig. 6.X.3-1.
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Fig. 6.X.3-1: ATSSS between a PDU session over 3GPP access and direct offload over WLAN

1.
An MPTCP-capable UE (UE-a) requests a PDU Session over 3GPP access. The UE provides an "MPTCP-capable indication" which indicates that the UE is MPTCP capable. In response, the network (a) assigns an MPTCP proxy for the UE, (b) provides the proxy contact information (including the IP address/port and type, e.g. SOCKS5) to UE, and (c) provides ATSSS policy to UE, which indicates how uplink traffic should be steered between this PDU session and direct offload over non-3GPP access. As usually, the UE is assigned an IP address (IP@1).

2.
The network also provides ATSSS policy to MPTCP proxy that indicates how downlink traffic should be steered across 3GPP and non-3GPP accesses. The MPTCP proxy associates this ATSSS policy with the IP address assigned to UE for the PDU session (i.e. with IP@1) and applies this policy to all MPTCP connections that include a sub-flow from this IP address.

3.
An application in UE-a requests a TCP connection with a Remote Host.

4.
The UE initiates a normal MPTCP connection (as defined in RFC 6824) over the established PDU session, towards the received address/port of the MPTCP proxy. The MPTCP proxy determines from the source IP address of the UE (IP@1) the ATSSS policy associated with this MPTCP connection. The TOKEN-A and TOKEN-B are tokens specified in RFC 6824 used to identify this particular MPTCP connection in the UE and in the MPTCP respectively.

5.
Using the type of proxy protocol (e.g. SOCKS5) received in step 1, the UE informs the MPTCP proxy to establish a connection with the Remote Host. In the example of Fig. 6.X.3-1, the Remote Host does not support MPTCP, so the connection between the MPCTP proxy and the Remote Host is a regular TCP connection.

6.
IP traffic is exchanged between UE-a and the Remote host via the MPTCP proxy, and over 3GPP access.

7.
The UE-a discovers and connects with a WLAN access network, e.g. with a residential WLAN network. The UE receives another IP address (IP@2).
Editor’s note: After connecting to the WLAN, the UE-a may register to 5GC via an N3IWF and may send a PDU Session Establishment request including the PDU Session ID of the existing PDU session over 3GPP access and the MA-PDU Request flag, as specified in Solution 2. In this case, the UE-a will create a MA-PDU session and it should operate based on the ATSSS solution that uses a MA-PDU session. It is FFS if the following steps can be applied even after the UE establishes a MA-PDU session.
8.
The MPTCP client in UE-a discovers that an additional IP address (IP@2) is available and initiates an MPTCP sub-flow by using this IP address, i.e. a sub-flow to the MPTCP proxy over non-3GPP access. In particular, the UE-a sends a TCP SYN request that includes the MP_JOIN option, as per RFC 6824. The MP_JOIN option contains the TOKEN-B (derived in step 4), which is used by the MPTCP proxy to associate this JOIN operation with the MPTCP connection established in step 4. 

9.
The MPTCP proxy joins the two MPTCP sub-flows established in steps 4 and 8 and applies the received ATSSS policy received in step 2 (associated with IP@1) to decide how to steer downlink traffic across the two sub-flows. The UE-a performs the steering across the two MPTCP sub-flows by using its own ATSSS policy that is associated with IP@1.
* * * Second Change * * * 

7
Conclusions

The ATSSS solution in Rel-16 shall be based on the following principles:

Editor's note: These principles below do not specify a complete ATSSS solution for Rel-16, but they provide the guidelines, which the complete solution should be based on. It is FFS how these principles can be amended or modified.

Support of MA-PDU sessions

1.
The solution shall support ATSSS with a Multi-Access PDU (MA-PDU) session, i.e. ATSSS procedures shall be applied after a MA-PDU session is established.


2.
A MA-PDU session is established with the Separate Establishment procedure, as specified in clause 6.2.3.1, or, with the Combined Establishment procedure, as specified in clause 6.2.3.2.

Editor's note: It is FFS whether only one establishment procedure (Separate or Combined) or both will be supported.
3.
When the UE sends a NAS message to request a single-access PDU session and the UE supports MA-PDU sessions, the UE includes an "MA-PDU capability" indication in the NAS message. This indication may be used by the network to establish a multi-access PDU session, instead of the requested single-access PDU session, as specified in clause 6.2.4.
Support of ATSSS without a MA-PDU session
3a. In addition to traffic steering with a MA-PDU Session, the ATSSS solution shall support traffic steering without a MA-PDU session, i.e. steering of TCP traffic between a PDU Session over 3GPP access and direct offload over non-3GPP access, as specified in clause 6.X. Steering of non-TCP traffic between a PDU Session over 3GPP access and direct offload over non-3GPP access shall not be supported in Rel-16.
Policy for Multi-Access QoS Control

Editor's note: The PCC rules created by PCF for QoS control in a MA-PDU session are FFS.

…

* * * End of Changes * * * 
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